
Overview: key information flow for CDR representative arrangements

CDR principal

Secondary data 
holder

Data holder[2]

Consumer

CDR 
 representative

The data holder shares the 
consumer’s data with the 
CDR principal.[3] The CDR 
principal becomes an 
accredited data recipient for 
the consumer’s CDR data 

[1] If the CDR principal is seeking CDR data that is or includes SR (shared responsibility) data, it contacts the 
primary data holder (rather than the secondary data holder)
[2] For SR data requests, this will be the primary data holder
[3] Where the data holder is a primary data holder and the secondary data holder has refused to disclose 
SR data to it, the primary data holder will not be able to share that SR data with the CDR principal

The consumer 
authorises the 
disclosure of 
their data by 
the data holder 

The data holder asks the consumer 
to authorise the disclosure of their 
data to the CDR principal

The CDR principal 
contacts the data holder, 
seeking to access the 
consumer’s data[1]
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1a

1b The consumer gives a CDR 
representative consent for a 
CDR principal to collect data 
and disclose it to the CDR 
representative for the CDR 
representative to provide a 
requested good or service

In giving the CDR representative 
consent in step 1a, the consumer 
gives the CDR principal a valid 
request to collect their CDR data

8a

The CDR principal discloses 
the consumer’s CDR data to 
the CDR representative

8b

The CDR representative uses 
the consumer’s CDR data to 
provide the requested good 
or service to the consumer

For SR data requests only: the primary data holder 
requests the secondary data holder disclose any 
SR data it needs to respond to the SR data request

For SR data requests only: 
the secondary data holder 
discloses the relevant SR 
data to the primary data 
holder (if it chooses)


