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BSA COMMENTS ON CHILDREN’S ONLINE PRIVACY CODE ISSUES PAPER  

Submitted Electronically to the Office of Information Commissioner (OAIC) 

The Business Software Alliance (BSA)1 welcomes the opportunity to submit comments to the 
OAIC on its Issues Paper on developing a Children’s Online Privacy Code (Issues Paper and Code 
respectively).2   

BSA is the leading advocate for the global software industry. BSA members create technology 
solutions that power other businesses, including cloud storage services, customer relationship 
management software, human resources management programs, identity management services, 
network infrastructure services, cybersecurity solutions, and collaboration systems. Our 
members have made significant investments in Australia, and we are proud that many Australian 
companies and organisations continue to rely on our members’ products and services to do 
business and support Australia’s economy. BSA members recognise that companies must earn 
their consumers’ trust and act responsibly with their personal information. In that context, we 
appreciate efforts by the OAIC to address risks associated with the collection and misuse of 
children’s personal information. At the same time, the OAIC should ensure that the Code, which 
is focused on services that are designed for or widely accessed by children in a consumer-facing 
context, does not inadvertently capture enterprise software and services which are intended for 
use in a business-to-business setting.  

Scope of services covered by the Code 

The scope of services to be covered by the Code should apply a risk-based approach to 
differentiate between service type and risk. The Issues Paper appears to implicitly recognise that 
the prospective Code would only apply to consumer-facing services, and not to services primarily 
designed for enterprise use. We strongly encourage you to clearly exclude enterprise services 
from the scope of the Code.  

The Issues Paper states that to be covered by the Code, a service “must be likely to be accessed 
by children”.3 Depending on the interpretation, this may sweep more broadly than intended and 
could inadvertently capture business-to-business services that the Code is not designed to 
reach. While the Issues Paper states that the Code is to apply to “social media services and a 
wide range of other internet services likely to be accessed by children, including apps, websites, 

 
1 BSA’s members include: Adobe, Alteryx, Amazon Web Services, Asana, Atlassian, Autodesk, Bentley Systems, Box, Cisco, 
Cloudflare, Cohere, Dassault Systemes, Databricks, Docusign, Dropbox, Elastic, EY, Graphisoft, HubSpot, IBM, Informatica, Kyn dryl, 
MathWorks, Microsoft, Notion, Okta, OpenAI, Oracle, PagerDuty, Palo Alto Networks, Rubrik, Salesforce, SAP, ServiceNow, Shopify 
Inc., Siemens Industry Software Inc., Trend Micro, TriNet, Workday, Zendesk, and Zoom Communications Inc.   

2 OAIC Children’s Online Privacy Code Issues Paper, June 2025, 
https://www.oaic.gov.au/__data/assets/pdf_file/0031/253795/Childrens-Online-Privacy-Code-Issues-Paper-2025.pdf.  

3 Issues Paper (2025), p. 10.  






